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I. INTRODUCTION Assuming a source endpoilsirc establishes a connection

As ubiquitous computing emerges; the users, not the efih a destination endpoiridst The connection goes through
hosts, should become the focus of the communication. i ATP layers on both nodes th&tc and Dst are attached
achieve this goal, connections should be carried between ust¥2nd the intermediate nodes. In case of neitemor Dst
independent from the host on which the user is located. Migrates to different nodes, this mode of operation is similar

In this paper, we introduce the Autonomous Transpoi@ the operation of the standard TCP protocol over the IP
Protocol (ATP) which allows dynamic endpoint relocatioft€works. When the source endpoint migrates, the ATP layer

without disrupting the transport connection between them. TRE the old node spawns an agent which takes care of sending
ATP has the following features: any data in the buffer and receives acknowledgments. The

§%TP layers on the new and old nodes cooperate to make the
igration transparent to the destination endpoint. A similar
rocess is applied for tHest migration. The ATP layers on the
new and old nodes cooperate to make the migration transparent
?the source endpoint. The migration step can be performed

« It does not enforce any naming scheme on the u
application. The application is responsible for uniquel
identifying the endpoints.

o The endpoints of a transport connection are defined
contents in the content based network, which is an overl
communication platform over which end-point entitie
(called contenty communicate independently from their
physical locations. This decouples the connection from

ultiple times and there can be multiple agents working for
he same endpoint at any time.
The ATP agent can take the decision to participate actively

the physical host where the user endpoint is located awdthe connection or to wait passively for the destination to
hence ensures autonomy. " “pull the data. In the former case, the node publishes (registers)

. Mobility of the endpoints is handled by dynamicall tself in the network a#\S (Active Sourcewhile in the latter

. . " node publishes itself &S (Passive SourceThe default
ﬁgztnsglgging‘ih?iiwgtaz?r:;n d ts:tvsgg(pzlgtl\sl)asgg tFrﬂee(;de of the agents acting on behalf of the source is the active

in which we enhanced the content-based network tEEOde‘ A_gegtzaftlngtﬁr;hbe(r;alftpf t?e destination should bufrzr
provide additional functionalities [1]. The ATP layer is € received data until the destination appears on a new node.

responsible for moving data segments to the destinati erefore, these agents stay in the passive mode until the

and the acknowledgments to the source regardless of th Gféggﬁ“gggﬁ?ﬂgia;s l?nl?gli:z tzgr:gﬁz?ndpgsg of the original

current location in the network. ntent ID blus the startin nce number of the dat
« Data is transferred by a combinationadtiveandpassive conte plus the starting sequence number: of the daia
is responsible for. For examplédS:4 denotes an agent

operations, where the ATP layer of a node can decide

whether to actively push the data to the destination v the source end_point_ in the active mode respor_lsible f_or
to passively wait for the destination endpoint to pull th e segments starting with sequence number 4. This naming

data. The decision to whether to use the active or passi .%trr]entaﬁ]e?ti IS suppcr)];ted fbt)rl1 the rTl}JnderrI]);lnnq[ “rgNidW:t?fried
modes can be taken by a local policy on the node runni ere stances (agents) of the same content are identifie

the ATP network. by the sequence number of the starting segment the agent

) ._is responsible for. A segment with destination addiegsis
The ATP protocol stack consists of four layers: the underlylng;;(—)uted to the agent whose instance-IDOg if such agent

network, the IBN, the ATP, and the application layer [1].  oyists. Otherwise, it is routed to the agent responsible for
the maximum sequence number lower thafor example, if
Il. PROTOCOL OVERVIEW agentsAS:0, AS:5andAS:9are handling a connection, then
The main goal of ATP protocol is to decouple the opera segment with a destination addressA&:8is routed to the
tion of the endpoints and maintain a reliable communicatiagentAS:5 Such addressing mechanism helps in achieving

between them. the protocol autonomy [1].
A connection in the ATP is established between two end-
points which are identified by theitontent IDs. Endpoints REFERENCES

could migrate or temporarily disappear from the neFWO"ki angl T. Elsayed, M. Hussein, M. Youssef, T. Nadeem, A. Youssef, and
the datasegmentsand acknowledgmentshould continue to L. Iftode, “ATP: Autonomous Transport Protocol,” Tech. Rep. UMIACS-
flow between them. TR-2003-52 and CS-TR-4483, University of Maryland, May 2003.



